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Abstract
The financial services industry has undergone significant changes over the past decade, due primarily to technological innovations and regulatory change. In recent years, financial services regulatory requirements have dramatically increased, and the costs of compliance have increased correspondingly. Various regulations in the U.S., Europe, and worldwide have together greatly increased capital, recordkeeping, reporting, administrative, and other compliance costs, significantly raising the barriers to entry.
FinTech is broadly defined as technological innovations that support or enable banking and other financial services, potentially disrupting the financial services sector and/or making it more efficient. RegTech is a subgroup of FinTech, described as technology that is providing solutions to companies across all sectors of financial activity to ensure that they are able to comply with regulatory requirements.

Increased regulatory burden has created high demand for new technological solutions to regulatory challenges. Whilst regulations are becoming increasingly prescriptive as to the result to be achieved (e.g., what details of trades must be reported), they generally are not prescriptive as to how to achieve the required result, so the methods of compliance can be varied. RegTech innovations have the potential to increase margins for companies subject to a myriad of multi-jurisdictional requirements and to allow for competition by creating a path for a less expensive entry for startups into heavily regulated industries. In this article, we discuss the potential regulatory burdens placed on financial institutions and startups, and the related costs, potential solutions being offered, recent investments in RegTech, and what we see for RegTech in an uncertain future.
INTRO TO FINTECH AND REGTECH

The financial services industry has undergone significant changes over the past decade, due primarily to technology innovations and regulatory change. Both have altered how financial services are provided to consumers and each affects the other.

FinTech is broadly defined as technological innovations that support or enable banking and other financial services, potentially disrupting the financial sector and/or making it more efficient. Originally, FinTech referred primarily to back-office technology but now the term applies to any innovation in how people transact business in the financial services sector, including trading, online banking, double-entry bookkeeping, mobile finance apps, peer-to-peer lending sites, digital wallets, and newly created crypto-currencies and digital assets.

RegTech is a more specific term coined to classify a group of companies that, by harnessing the capabilities enabled by new technologies such as cloud computing, big data, and blockchains, are devising solutions to help companies across all sectors of financial activity, ensure that they comply with regulatory requirements. In financial parlance, RegTech is deemed a subgroup of FinTech.

FinTech companies have experienced a massive influx of investment in the last few years. However, among the factors inhibiting further FinTech development and startups are the various regulatory regimes, which restrict the way in which financial services can be provided. These are especially burdensome on new entrants. Even for established companies used to dealing with complex regulations, compliance with the recent slew of regulations has become an even larger cost burden (in money and time) on businesses.

There is, therefore, an increasing demand to create new solutions to overcome the regulatory challenges. Whilst regulations are becoming increasingly prescriptive as to the result to be achieved (e.g., what details of trades must be reported), they are generally not prescriptive as to how to achieve the required result, so the methods of compliance can be varied.

RegTech offers the potential for smaller companies subject to significant regulatory requirements to expand quickly, by using new technologies such as machine learning, cloud computing, and blockchains to give them the know-how with regard to the regulatory environment, help them interact with it, and allow them to meet their obligations, without the need for a large and expensive operations and compliance infrastructure.

Similarly, RegTech innovations have the potential to reduce costs and increase margins for large banks and companies that are being challenged by FinTech startups. RegTech innovations also have benefits outside the financial services sector; for example, for companies that would benefit greatly from performing quick identity checks.

The potential solutions and cost savings that RegTech offers have caused an increasing proportion of FinTech investments to be made specifically in the RegTech area.

Below we discuss some of the potential regulatory burdens placed on financial institutions and startups, and the related costs. We next discuss how some RegTech companies are addressing those requirements and solving potential issues. We also discuss investments in RegTech and what we see for RegTech in an uncertain future.

THE COSTS AND ADMINISTRATIVE BURDEN OF RECENT REGULATORY REFORMS

In the last decade or so, financial services regulatory requirements have dramatically increased, and the costs of compliance have increased correspondingly. The 2007–2008 financial crisis affected markets worldwide. The G20 held a Summit on Financial Markets and the World Economy in November, 2008, in Washington, D.C. There was general agreement among the G20 on how to cooperate in key areas to strengthen economic growth and to deal with the financial crisis. With the subsequent G20 Summit in Pittsburgh in 2009 and implementation of the Basel III accords, the foundations were laid for reforms aimed at avoiding similar crises in the future.

The new regulatory requirements and laws implemented to give effect to the G20’s plans imposed additional burdens on financial institutions that have dramatically raised the cost of doing business and making it increasingly difficult for new entrants to access the sector. The Dodd–Frank Wall Street Reform and Consumer Protection Act (Dodd-Frank) in the U.S. and various regulations in Europe, including the Markets in Financial Instruments Directive (MiFID), the Market Abuse

1 The Dodd–Frank Wall Street Reform and Consumer Protection Act (Pub.L. 111–203, H.R. 4173)
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Regulation (MAR),\textsuperscript{3} and the European Market Infrastructure Regulation (EMIR),\textsuperscript{4} have together greatly increased capital, recordkeeping, reporting, administrative, and other compliance costs, significantly raising the barriers to entry. At the same time, more onerous regulations have been introduced that not only focus on the stability of the financial sector, but also on areas such as data protection, cybersecurity, and increasingly stringent know-your-customer (KYC) requirements.

\textbf{U.S. regulations}

The extensive increases in regulation of the U.S. financial sector began in the early 2000s. The accounting malpractice scandals that affected companies like Enron Corporation and WorldCom resulted in a lack of investor confidence. Then, the financial crisis of 2007–2008 plunged the U.S. economy into a recession. As a result of the accounting scandals, Congress passed the Sarbanes–Oxley Act of 2002 (Sarbanes-Oxley) to protect investors against the potential for fraudulent corporate accounting activities. The recent financial crisis led to widespread calls for reform and resulted in Dodd–Frank, signed into law in 2010. At the same time, the increased use of and reliability on technology, and the corresponding threats, have led to new cybersecurity rules, such as those put in place by the National Futures Association\textsuperscript{5} and the U.S. Financial Industry Regulatory Authority.\textsuperscript{6}

These new layers of regulation are intended to provide rigorous standards and supervision; to protect the economy as well as consumers, investors, and businesses; provide an advanced warning system to ensure the stability of the economy; enhance corporate governance; and provide transparency to markets and investors. While many argue that the greatly enhanced regulatory regime has made the markets and financial institutions safer and more stable, there is no doubt that regulation has also brought significant increases in compliance costs to both large and small companies – much of which ultimately has to be borne by the customer. For example:

1. \textbf{Sarbanes–Oxley:} the costs for compliance with Sarbanes–Oxley continue to increase for many companies. Internal and external audit fees, the associated costs of man-hours, and the fees for IT processes and controls are still rising. A 2015 poll of audit executives and professionals revealed that 58% of large companies spent more than U.S.$1 million each on Sarbanes–Oxley compliance in 2014.\textsuperscript{7}

2. \textbf{Implemented Dodd–Frank regulations:} the Dodd–Frank regulations have imposed more than U.S.$36 billion in costs on the economy since 2010 and have created approximately 73 million paperwork hours, according to a new report from the conservative American Action Forum (AAF).\textsuperscript{8} The largest sources of costs related to margin and capital requirements for swap entities (costing U.S.$5.2 billion in the past year) and margin requirements for uncleared swaps (costing a further U.S.$2.1 billion). Certain disclosure requirements have resulted in approximately U.S.$3 billion in costs. During 2015–2016, costs resulting from rules implemented under Dodd–Frank – which reached its sixth anniversary on July 21, 2016 – totaled U.S.$10.4 billion, the highest amount in any year since the introduction of the regulations (Figure 1).\textsuperscript{9}

3. \textbf{Outstanding Dodd–Frank regulations:} the AAF report also estimated that there were 61 regulations remaining in the Dodd–Frank rulemaking mandates that could add an additional U.S.$3.3 billion and 1 million paperwork hours to the regulations, although the change in the U.S. presidency may mean that some or all of these do not come to pass.\textsuperscript{10} However, any further changes to the regulations will bring additional, albeit perhaps only temporary, costs of compliance as the requirements change.

\begin{figure}[h]
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\caption{Cost of Dodd-Frank to U.S. business (U.S.$ bln)}
\end{figure}
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\textsuperscript{5} http://bit.ly/2lD1Huf
\textsuperscript{6} http://bit.ly/2aC6H9R
\textsuperscript{7} http://bit.ly/2mgkP0U
\textsuperscript{8} http://bit.ly/2mat1GdH
\textsuperscript{9} http://bloom.bg/2m4bBRr
\textsuperscript{10} http://bit.ly/2vGCdK
4. Data breaches: data breaches themselves can be extremely costly – according to the Ponemon Institute’s 2016 “cost of data breach study” (sponsored by IBM), the average consolidated total cost of losing sensitive corporate or personal information was approximately U.S.$4 million per breach in 2016 – up 29 percent since 2013. Consequently, it is understandable that spending on information security products and services globally will be approximately U.S.$81.6 billion in 2016, which is an increase of 7.9 percent over 2015.11,12

European Union regulations
In Europe, the European Commission (the E.U. Commission) has focused on overhauling the supervisory framework of the financial services sector. The European market infrastructure regulation (EMIR) aims to reduce the risks posed to the financial system by derivatives trades. It imposes obligations to report trades, clear trades, and take additional steps to mitigate the risks associated with OTC derivatives transactions. The Markets in Financial Instruments Directive (MiFID II) aims to improve the regulation of firms that provide services linked to financial instruments, and the venues where those financial instruments are traded, aiming to update the regulatory regime for investment services and activities in Europe.

MiFID II is set to come into full effect on January 3, 2018. It had originally been due to be implemented at the start of 2017 but was put back a year because of the time it was taking for the national regulators to build the necessary IT systems. In its press release relating to this delay, the European Commission stated that the European Securities and Markets Authority (ESMA) had to collect data from about 300 trading venues on about 15 million financial instruments. To achieve that result, ESMA needed to work closely with the competent national authorities and the trading venues themselves, but informed the E.U. Commission that neither the competent authorities, nor the market participants would be ready in time.14 MiFID II implementation is illustrative of the costs to businesses of preparing for compliance with legislation that continues to shift in scope and timing because of the complexity of the relevant markets and the technical challenges involved with compliance.

The enhanced European regulation regime has also imposed significant costs on industry. In 2014, the E.U. Commission estimated that one-off compliance costs would be between €512 million and €732 million, and ongoing costs between €312 million and €586 million per year.15

A recent report, however, forecasted that the top 40 global investment banks and the top 400 asset managers would spend U.S.$2.1 billion in 2017 in order to meet MiFID II guidelines.16 While many companies already comply with MiFID, the costs of compliance will only increase under MiFID II.

1. EMIR: EMIR includes similar requirements to Dodd–Frank, such as those relating to reporting and clearing. A member group that prepared data for the E.U. Commission’s impact assessment on EMIR, provided in December 2016, estimates the compliance costs for non-financial companies related to the ongoing reporting obligations to be up to €500,000 a year per company. Even for smaller companies the annual costs of reporting amount to €20,000 and upwards. The European Association of Corporate Treasurers has estimated that EMIR will cost non-financial companies between €50,000 and €200,000 to implement.17

2. Market abuse: another area of focus for regulators has been cracking down on market abuse and market manipulation. The E.U.’s Market Abuse Regulation (MAR) came into effect on July 3, 2016 and aims to increase the integrity of financial markets and reduce incidences of financial crime. The penalties for breach of MAR are significant; for example, in the U.K., the Financial Conduct Authority (FCA) can impose unlimited fines, order injunctions, or prohibit regulated firms or approved persons from participating in financial services. In addition, criminal sanctions for insider dealing and market manipulation can incur custodial sentences of up to seven years and unlimited fines.

3. KYC and anti-money laundering (AML): the E.U. adopted the fourth Anti-Money Laundering Directive in May 2015 as a means to combat money laundering and terrorism financing. The E.U. has explicitly raised the prospect of FinTech innovations, such as virtual currencies, being used to circumvent the traditional financial system and conceal illegal financial transactions carried out in an anonymous manner. This poses a risk to companies that create innovative financial products but do not have the technological capacity to meet their regulatory obligations. According to Thomson Reuters’ 2016 KYC survey, the average annual costs to banks of KYC compliance is U.S.$60 million, with some banks spending as much as

11 Ponemon Institute, 2016, “2016 cost of data breach study: global analysis,” June
12 http://bit.ly/2hPWujD
14 http://bit.ly/1VOAfp
15 http://bit.ly/2hH4rT
17 http://bit.ly/2mHQ51S
4. **Data protection**: another area of focus for regulators with obvious RegTech opportunities is data protection. As part of a comprehensive reform of data protection rules, the E.U. Data Protection Directive came into force on May 5, 2016 and will have to be transposed into national law by May 6, 2018 and the E.U. Data Protection Regulation came into force on May 24, 2016 and will apply from May 25, 2018, imposing various obligations on a range of firms including financial services companies, and stringent penalties for non-compliance. RegTech should be able to assist firms in areas such as identifying risks, auditing infrastructure, and reporting.

**Global compliance**

Companies that operate in the U.S., in Europe, and worldwide have the added burden of compliance with numerous regulatory regimes that frequently differ, often considerably. Maintaining policies, procedures, and systems to address different jurisdictional requirements places an increasing strain on global corporations’ budgets. Due to the greater global regulatory demands placed upon managing risk, three-quarters of all firms surveyed by Thomson Reuters for its 2016 KYC survey expect the focus on managing regulatory risk and corresponding compliance costs to continue to rise, with 15% of companies expecting to spend “significantly more” on compliance in coming years.

**Costs on government and on regulators**

Regulatory requirements are, of course, not only expensive for companies. They are costly to government agencies responsible for oversight as well. IBM recently conducted a survey on potential implementation of blockchain technology in the public sector, polling 200 government executives from 16 different countries worldwide. 14% expect to utilize production-grade blockchains in 2017 and 48% anticipate launching some use of a blockchain between now and 2020. In its survey report, IBM stated: “For example, nine in ten government organizations plan to invest in blockchain for use in financial transaction management, asset management, contract management and regulatory compliance by 2018. And seven in ten government executives predict blockchain will significantly disrupt the area of contract management, which is often the intersection of the public and private sectors.”

Following the release of a report in January 2016 by the U.K. Government Office for Science that called for the U.K. government to experiment with distributed ledger technology within government operations, the U.K. Department for Work and Pensions launched an experimental blockchain system to distribute welfare payments partnered with Barclays, the U.K. arm of German energy firm RWE, FinTech startup GovCoin, and University College London.

In the U.S., the State of Delaware is investigating using blockchain technology to store contracts and other essential corporate data on a distributed ledger. Delaware anticipates that this will allow companies and agencies to keep documents more secure in multiple locations and automate access by constituents, shareholders, and employees. Additional important benefits include lower costs and the capacity for longer document-retention, according to Caitlin Long, chairman and president of Symbiont. Symbiont provides smart contract and financial market distributed ledger technology and is working with Delaware on this project.

Potential cost savings for taxpayers are just as important a consideration for government as lower costs are for companies.

**SPECIFIC AREAS OF REGULATION AND TECHNOLOGICAL SOLUTIONS**

**Reporting and recordkeeping**

One of the main areas of focus of financial regulators worldwide is reporting of transactions, requiring companies’ IT teams to dedicate an ever-increasing amount of resources to ensure regulatory compliance. This, though, is often not an option for smaller companies. There is, therefore, a significant demand for RegTech products that would make regulatory reporting easier and cheaper for market participants and allow them to meet changing regulatory requirements. This provides opportunities for RegTech companies entering this market like Cappitech, a privately held boutique that assists with full EMIR compliance by reviewing trade information, validating it, and then submitting it to the regulator.

---

18 http://tmsnrt.rs/2kRpQsD
20 Building trust in governments: study conducted by IBM Institute for Business Value (January 2017), http://ibm.co/2kKYMFU
22 http://bit.ly/2cEazX1
23 https://yhoo.it/2mHe4JK
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Regulatory reporting is also an issue beyond the U.S. and Europe. The Indian company Fintellix, for example, offers clients the ability to access global systems while allowing in-country teams to concentrate on local regulatory rules.24

Another area of technological development is outsourcing recordkeeping to the “cloud.” As part of its Project Innovate, the U.K. FCA published guidance in July 2016 on outsourcing to the cloud and to other third-party services.25 It recognized that the cloud can give firms greater flexibility in the services they receive, enabling innovation and reducing costs. Broadly speaking, it is supportive of the use of the cloud, provided that there is a clear business case for doing so, and that the outsourcing firm carries out sufficient due diligence of, and maintains oversight over, the service provider.

Blockchain solutions may also contribute to cost savings for companies. For example, rather than the traditional model in which firms collate and send data to the regulator to review, blockchain-based technology could provide regulators with almost instant access to transaction information. This could lead to significant cost savings by simplifying recordkeeping processes. Accenture recently published a report proposing that large investment banks could cut operational costs by as much as U.S.$12 billion annually by implementing blockchains in their businesses. The report estimates that financial reporting expenses could fall by at least 70% and compliance costs by between 30% and 50%.26

The potential of RegTech on regulatory reporting has also caught the attention of regulators. In November 2016, the U.K. FCA hosted a two-day “TechSprint” event aimed at unlocking regulatory reporting by finding collaborative solutions for the future.

RegTech is not just a means of making life easier for market participants, but can potentially also make government agencies’ own activities more efficient, by changing the way in which they receive and view data.

Monitoring and surveillance

Under MAR and other regulations, firms have an obligation to identify and reduce the risk of market abuse and report suspicious transactions to the relevant regulator; for example, MAR Article 16(2) places an obligation on anyone professionally arranging or executing transactions to establish and maintain effective arrangements, systems, and procedures to detect and report suspicious transactions.

A breach of MAR can lead to unlimited fines and the imposition of restrictions on the company and individuals. The risks, therefore, are high.

Given the potential risks, financial firms employ large teams of compliance personnel to monitor the activities of their traders and other individuals. The use of technology based on artificial intelligence and behavioral software offers the potential to reduce the risks of market abuse, and reduce compliance costs.

While regulations prescribe the red flags that companies need to identify, they do not tell firms how to identify those red flags. Again, this provides opportunity for innovation. Sybenetix is a London-based company that offers market surveillance and compliance tools that works with companies to help them meet their regulatory obligations.27 Ancoa, also based in London, is another example of a RegTech startup. It provides contextual surveillance and insightful analytics for exchanges, regulators, and buy- and sell-side firms. It can operate on the cloud, and can save smaller exchanges and firms significant deployment costs, allowing more competition among brokers and exchanges.28

KYC

Innovators, such as virtual currency providers and online wallet providers, risk being subject to KYC regulations that would be onerous without technological solutions to aid compliance.29 For example, London-based Onfido seeks to use machine learning technology to verify identities and carry out adverse history searches.30

This is also an area where blockchains may improve compliance processes. For example, Singapore-based startup KYC-Chain aims to use distributed ledger technology as a basis for onboarding that allows sensitive information to be shared easily and securely.31

Cybersecurity

2015 and 2016 saw significant venture capital funding in the area of cybersecurity in the expectation that cybersecurity startups will only continue to grow. Regulators require more

26 http://reut.rs/2lljyNP
28 http://ancoa.com/
30 http://bit.ly/2l8x7oK
robust data storage, systems testing, and technical controls, resulting in smaller companies increasingly looking to outsource these duties and larger institutions trying to become more secure and efficient at the same time.

Startups are using big data and artificial intelligence to provide next-generation, platform-based solutions that may be responsive to the needs of both small and large companies. For example, public cloud-technology adoption is increasing, and is expected to begin to meaningfully reduce firewall spending by 2019.

Penalties high for non-compliance

By the end of 2015, U.S. banks had paid more than U.S.$200 billion in fines since the financial crisis for non-compliance with regulatory requirements, and for problematic behavior.32

There is no question that non-compliance with the various regulatory requirements can be very costly. The U.S. Commodity Futures Trading Commission (CFTC), for example, continues to prioritize the enforcement of reporting violations. In 2016, the CFTC issued more than twice the number of enforcement orders for reporting violations that it issued in the previous year. A number of these violations involved new reporting requirements under Dodd–Frank. For example, the Division of Enforcement recently fined two large banks U.S.$560,000 and U.S.$400,000, respectively, for violating the Swaps Large Trader Reporting Rule.33

In another recent example, the CFTC fined two agribusinesses, a cooperative, and a processor/trader, jointly U.S.$1 million34 and Golden Agri U.S.$150,00035 for failing to file the appropriate reports. The CFTC also aggressively pursues sanctions against traders that fail to keep required records and/or file complete and accurate reports pursuant to its regulations, which has resulted in significant fines.

But it is not just the U.S. authorities who are taking a tough approach. In the U.K., the FCA also has imposed fines for reporting violations. Its heads of enforcement and financial crime have said that effective market surveillance is critical to maintaining the integrity of markets and depends on accurate and timely reporting of transactions. It has, therefore, taken enforcement action against firms failing to meet their obligations. The FCA has also recently carried out several high-profile enforcement actions against major global institutions for failing to reduce the risks associated with financial crime.

32 http://cnb.cx/1Q3HGSd
33 http://bit.ly/2mHCTtJ
34 http://bit.ly/1p8uaSe
REGTECH INVESTMENT GROWTH

Against this background, it is no surprise that more and more venture capitalists and private equity firms are looking to FinTech generally and to RegTech opportunities specifically. Since 2012, investments in RegTech have raised approximately U.S.$2.3 billion in over 300 deals (Figure 2). This activity has continued into 2017.

For example, Droit Financial Technologies, a New York-based firm specializing in trading compliance, raised U.S.$16 million from investors including Goldman Sachs and Wells Fargo in its first fundraising in late 2016. Droit aims to assist clients by analyzing whether or not they are up-to-date with regulatory regimes including Dodd-Frank and MiFID II.

In terms of startups that focus on monitoring, RedOwl analytics obtained U.S.$17 million in funding in 2015. It aims to capture data from multiple sources in order to detect and deter unwanted behavior that might otherwise result in regulatory enforcement action.

Significant deals in the KYC space include the British firm Onfido raising U.S.$25 million in Series B funding, and ComplyAdvantage, a RegTech startup that has built a proprietary database on AML risk, covering sanctions and watchlists, politically exposed persons, and adverse media, received U.S.$8.2 million in Series A funding.

Another interesting case study is Fundapps, a London-based RegTech company that assists clients with solutions in relation to investments restrictions and shareholding disclosure. Founded in 2010, it monitors U.S.$2 trillion in client assets daily and has become profitable without any outside investment so far.

A provocative development in the artificial intelligence space has been the acquisition by IBM of Promontory Financial, a risk management and regulatory compliance consultancy, in November 2016. IBM’s intention is to use Promontory’s know-how to train IBM’s AI computer system, Watson, to help firms meet a range of regulatory and compliance obligations, from financial risk modeling to AML and KYC.

Despite these examples, an analysis of investment in the sector has shown that the total investment in RegTech is still relatively small as compared to the total amounts spent on regulatory compliance in financial services, suggesting that there is a lot of room for increased investment in the RegTech sector in the coming years. Prior to any capital raise, RegTech startups should consult their counsel to ensure applicability of their technology to current, proposed or potential regulation to ensure the most effective growth.

LOOKING AHEAD

There is no doubt that the events of 2016, specifically Brexit and the U.S. election, have brought uncertainty to the future shape of U.S., U.K., and E.U. regulatory regimes, in particular. The new U.S. administration has stated the goal of reducing regulatory burdens on businesses, but it is unclear where and how that will be accomplished. The U.K. may be crafting regulations separate from the known and expected E.U. requirements. Navigating the morass of regulations in multiple jurisdictions often requires involving global legal and government experts who also are familiar with the company’s subject matter and with potential technological compliance solutions.

Political events and technological developments likely will spur further regulatory changes worldwide. However, instead of relief, many commercial players are worried these changes will bring even more costs, on top of the existing investment in compliance. Companies should actively engage regulators in discussions regarding any potential regime changes to ensure their needs, and anticipated costs, are considered during the rule-making processes. Companies can then guide regulators to consider technological advances and potential alternative compliance methods while crafting new rules, as RegTech companies and consumer can provide a unique perspective to government agencies.

It remains essential that market participants have available to them convenient, cost-efficient regulatory compliance options in order to continue to compete in a global and fragmented regulatory environment. We, therefore, expect the significant investment in, and demand for, RegTech solutions to continue in 2017 and beyond.